/mluva o karte v mobilnom zariadeni

(platnd od 1. 3. 2019)

Akceptdciou tejto zmluvy o karte v mobilnom zariadeni uzatvarate so spolo¢-
nostou Home Credit Slovakia, a.s., so sidlom Krajinska 2954/32, 921 01 Pie3tany,
IC0: 36234176, DIC: SK 2020170218, zapisanou v obchodnom registri vedenom
Okresnym stidom Trnava, oddiel Sa, vlozka 10130/T , v zastdpeni Ing. Ludkom
Jird, predsedom predstavenstva a Ing. Zdefikom Sperkom, ¢lenom predstaven-
stva (dalejlen ,my”), zmluvu o karte v mobilnom zariadeni (dalej len ,zmluva”).
Tato zmluva je uzatvarana nad ramec uz uzavretej zmluvy o uvere
z karty a zmluvy o platobnych sluzbach. Vietky ustanovenia uvedené
vzmluve o Gvere z karty azmluve o platobnych sluzbéch pre vds aj nadalej platia
a akceptdciou tejto zmluvy bude novo rozsirend o ustanovenia uvedené nizsie
a vztahujtice sa ku karte v mobilnom zariadeni.

1. Definicia pojmov

Pod pojmami, ktoré pouzivame v tejto zmluve, sa rozumie:

Anténa NFC — elektronické zariadenie zabudované v mobilnom zariadeni,
ktoré komunikuje s bezkontaktnou Citackou a umoZiiuje vykonanie bezkon-
taktnej transakcie.

Aplikacia — aplikcia Google Pay vo vaSom mobilnom zariadeni alebo funkcia
v nastaveniach systému Android vo vaSom mobilnom zariadeni, ktord umoz-
fiuje vykondvanie platieb mobilnym zariadenim za pouZzitia tokenu.

ATM transakcia — platobnd transakcia uskutonend prostrednictvom
bankomatu.

Autorizacia — sdhlas s realizaciou platobnej transakcie alebo povolenie
pristupu.

Bezpecnostny prvok mobilného zariadenia — spdsob odomknutia mobil-
ného zariadenia, napr. PIN, odtlaCok prsta, gesto.

Cash Advance — vyplata hotovosti prostrednictvom platobnej karty na prie-
hradkach bank alebo zmenérni.

CVV2 / CVC2 kéd - trojciferny kdd, typicky umiestneny na zadnej strane
platobnej karty. Tento kdd sa pouZiva na potvrdenie autentickosti karty pocas
vykondvania platobnych transakcii pri objedndvkach na internete a tiez k re-
gistracii karty v mobilnych zariadeniach.

Google Pay — aplikdcia spolocnosti Google Ireland Limited (Google LLC) ako
poskytovatela, vo vaSom mobilnom zariadeni alebo funkcie v nastaveniach
systému Android vo vaSom mobilnom zariadeni, ktord umoZiiuje vykondvanie
platieb mobilnym zariadenim za poufZitia tokenu.

In-app payments — platobnd metdda prostrednictvom aplikdcie Google Pay
pre platby na internete pomocou mobilného zariadenia a aplikdcie.

Karta — oznacenie pre nasu kreditnt/platobnd kartu, ktora je platobnym pro-
striedkom. Pomocou tejto karty moZete opakovane Cerpat tver z karty, ktory
u nds méte dohodnuty.

Karta v mobilnom zariadeni — digitalna verzia vadej karty, ktoru si regis-
trujete do svojich mobilnych zariadeni.

Klientska linka — telefonna linka spolocnosti Home Credit Slovakia, a. s. Jej
telefonne cislo je +421 850 850 445.

Mobilné zariadenie — napr. mobilny telefon, tablet, klticenka, chytré hodin-
ky, mobilna zndmka, chytry ndramok, mobilné puzdro. Pre tieto zariadenia sa
tieZ pouZiva oznacenie , chytré mobilné zariadenia”.

Neopravnené osoby — fyzické a pravnické osoby iné nez vy ako drZitel'karty.
PIN — (personal identification number) je jedinecny identifikdtor, pomocou
ktorého mozZete autorizovat platbu, je vyuZivany napr. u kreditnej/platobnej
karty alebo mobilného zariadenia.
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Poskytovatel — Google Ireland Limited so sidlom v rsku Gordon House,
Barrow Street, Dublin 4. Poskytovatel poskytuje sluzbu Google Pay na zéklade
zmluvy, ktord ma s nami uzavreta.

Sluzba — vykonanie plathy pomocou aplikdcie v mobilnom zariadeni.
Technolégia NFC — (Near Field Communication) je bezdrdtovd technoldgia,
ktord umoziiuje bezkontaktny prenos tdajov na kratke vzdialenosti.

Token —Sifrovany ekvivalent karty v aplikdcii. Token je vytvoreny po tom, Co i
zaregistrujete vasu kartu v aplikdcii.

Transakcie — financnd operdcia vykonand pomocou technolégie NFC na
platobnom terminali, bankomate alebo transakcia uskuto¢nend na e-shope/
internete v mobilnom zariadeni.

2. Uvodné ustanovenia

svoju kartu si moZete previest do formy bezkontaktnej digitainej karty v mo-
bilnom zariadeni v rdmdi sluZieb tretich stran.

Platby prostrednictvom aplikacie sd sluzbou, ktorti poskytuje spolocnost Google
Ireland Limited, Gordon House, Barrow Street, Dublin 4 ( ,poskytovatel”), pro-
strednictvom vami stiahnutej a naintalovanej aplikacie vo vaSom mobilnom
zariadeni.

Kartu v mobilnych zariadeniach si moZete vytvorit z akejkolvek karty, ktord
sme vam vydali. Podmienkou je, aby vasa karta bola aktivna. Pokial uz u nds
mate Uverovy licet, ale nemate kartu, moZete si kedykolvek poZiadat zdarma
0 jej vydanie a po jej aktivacii si ju moZete zaregistrovat do svojich mobilnych
zariadeni.

Kartu v mobilnom zariadeni nemozno vytvorit z neaktivnej karty, blokovanej
karty alebo z karty s exspirovanou (ukoncenou) platnostou.

Z jednej karty mdZete vytvorit viac kariet v mobilnom zariadeni, a to pre rozne
mobilné zariadenia, ktoré vy ako majitel karty pouZivate. Rovnako ako samot-
nd karta, je aj karta registrovand v aplikacii mobilného zariadenia neprenosna.
Do aplikdcie si mdZete zaregistrovat vietky nase karty, v pripade Ze ich mate
viac, a spravovat tak ich tokeny.

3. Pouzivanie karty v mobilnom zariadeni

Kartu v mobilnom zariadeni méZete vyuZivat len na chytrych mobilnych zaria-
deniach s NFC technoldgiou.

Aby ste mohli sluzbu aktudlne vyuZivat, musite mat mobilné zariadenia s ope-
raénym systémom Android 5.0 Lollipop a vy33ie, ktoré vyuziva technoldgiu
NFC.

Nenesieme zodpovednost za softvérové aktualizdcie, vypadky a notifikdcie
sluzby. Negarantujeme vam kompatibilitu so vetkymi zariadeniami, a to naj-
ma ak dojde k softvérovym tipravam z vaSej strany alebo zo strany vyrobcov
softvéru.

Aby ste mohli kartou v mobilnom zariadeni bezproblémovo platit, odportca-
me, aby ste svoje mobilné zariadenie, v ktorom mate registrovani kartu, pra-
videlne pripdjali k internetu. Tento krok je ddlezity pre pripadni aktualizaciu
softvéru mobilného zariadenia alebo aktualizaciu samotnej sluzby, a to najma
pred cestou do zahranicia.



4, Registracia karty v mobilnom zariadeni

Aby ste mohli kartu v mobilnom zariadeni pouzivat, potrebujete:

«mat u nds overené islo mobilného telefonu,

« mat Google Ucet — Gmail,

« nastavit uzamknutie obrazovky mobilného zariadenia pomocou zvolenej
metddy, ktord mate k dispozicii na mobilnom zariadeni a zérove ju posky-
tovatel podporuje,

« zoznamit sa so zmluvnymi podmienkami sluZieb Google Pay, zasadami
ochrany sdkromia spolocnosti Google, ozndmeniami o ochrane sikromia
sluzby Google Pay a prijat'ich,

« online akceptovat tiito zmluvu,

Aby ste mohli kartu v mobilnom zariadeni pouzivat, beriete na vedomie, Ze
musite poskytovatelovi poskytnit vybrané osobné tidaje, ktoré bude poskyto-
vatel'za tymto i¢elom spracovévat.

Aplikdciu si moZete do svojho mobilného zariadenia stiahnut z obchodu
Google Play.

Pocas registracie karty do aplikdcie budete vyzvani na vyplnenie idajov o va-
Sej karte (Cislo karty, datum exspirdcie, kod CVV2 / CVC2).

Akondhle si kartu registrujete, odosleme vam na vas mobilny telefn, ktory
mate u nds registrovany a overeny, jedinecny jednorazovy sms kdd, ktory slizi
na overenie vasej totoznosti pre potreby registracie.

Registrdciu karty potvrdite zadanim tohto sms kddu do prislusného pola
v aplikdcii.

Do aplikdcie si mozete pridat viac naich kariet, ktoré toto umoZriuju. Po
pridani prvej karty bude tdto karta automaticky nastavend ako predvolend
(primdrna) karta. Pri pridavani dalSich kariet do aplikdcie si moZete vybrat
int predvolend kartu. Predvolent kartu mdZete nastavit a tieZ ju kedykolvek
zmenit'v aplikdcii.

Za funkénost aplikacie nezodpovedame najma v pripadoch:

« nesplnenia technickych podmienok potrebnych pre pouzivanie aplikdcie,
«nefunkénosti mobilnych zariadeni potrebnych pre pouzivanie aplikacie,

« ukoncenia, pozastavenia, vypadku alebo chyby na strane poskytovatela.
Sme oprévneni vdm vydanie tokenu neumoznit.

Kartu v mobilnom zariadeni nemdZete aktivovat v poslednom mesiaci pred
skoncenim platnosti vasej karty. Pri nejasnostiach alebo problémoch s regis-
tréciou kontaktujte nadu klientsku linku.

5. Platby kartou v mobilnom zariadeni

Kartu v mobilnom zariadeni moZete pouZivat vyhradne pre bezkontaktné plathy.
Kartu v mobilnom zariadeni mozno pouZit na tieto druhy transakii:

« platby za tovar a sluzby v obchodoch vybavenych bezkontaktnym platobnym
terminalom,

« platby na samoobsluznom terminéli umoziiujicom bezkontaktné platenie
(cestovné listky, parkovanie, vstupenky atd.),

- platby za tovar a sluzby cez internet u obchodnikov, ktori tento typ platby
prostrednictvom metddy Google Pay akceptujd

« ATM transakcie,

« vybery hotovosti v pobockdch bank a v zmendriach vybavenych termindlom
umoznujicim bezkontaktné platenie — tzv. Cash Advance,

Kartu v mobilnom zariadeni nemoZno pouZit na tieto druhy transakcii:
- platby na internete u obchodnikov, ktori tento typ platby neakceptuju,
« pisomné a telefonické objednavky tovaru a sluzieb,

« platby na kartu (card on file)

« garanciu pre rezervaciu hotela alebo v auto poZicovni ani k dalsim typom
transakdii bez pritomnosti drZitela karty.

Pre transakcie uskutocnené prostrednictvom karty vmobilnom zariadeni platia
rovnakeé limity, aké mate na svojej karte. MéZeme zaviest nové limity a vysku
limitov méZeme tieZ jednostranne bez ozndmenia dovodu menit. 0 zmendch
vas budeme informovat vo vypise, pripadne inym vhodnym spdsobom.

Pred kazdou platbou musite svoje mobilné zariadenie prebudit (rozsvietit ob-
razovku) a zapn(t anténu NFC, pripadne zvolit' v nastaveni mobilného zariade-
nia aplikdciu Google Pay ako predvolend pre mobilné platby.

Sdhlas s transakciou vykondvate autorizdciou transakcie. Autorizacia transak-
cie je neodvolatelna.

Autorizdciu transakcii vykondte priblizenim rozsvietenej obrazovky mobilného

zariadenia, v ktorom mate token, k bezkontaktnému platobnému termindlu.

V niektorych pripadoch (napr. pri platbe vy33ej ako 20 €) moZete byt navyse

poziadani o:

«odblokovanie/odomknutie obrazovky mobilného zariadenia bezpe¢nostnym
prvkom daného mobilného zariadenia alebo

- zadanie PIN kddu ku karte na platobnom terminali alebo

- podpisanie uctenky podla platného podpisu ku karte (s tymto sa mo-
Zete stretnut najma u niektorych transakcii na platobnych terminaloch
v zahranici).

V pripade ATM transakcii a Cash Advance musite pre uskutocnenie transakcie

okrem rozsvietenia obrazovky mobilného zariadenia a jeho prilozenia k bez-

kontaktnému platobnému termindlu zadat vzdy tie7 PIN vaSej karty, ktord

méte registrovand vo svojom mobilnom zariadeni.

Ak chcete vykonat platbu ,in-app payments”, musite si zvolit metédu platenia
+Laplatit's Google Pay“ a pokracovat v transakcii podla pokynov na mobilnom
zariadeni.

Platby pomocou aplikdcie sa vykondvaju prostrednictvom vami zvoleného
spdsobu odomknutia obrazovky mobilného zariadenia.

Ak méte v aplikacii registrovanych viac kariet, mozZete si pred vykonanim tran-
sakcie vybrat kartu, ktorou chcete zaplatit, inak bude platba vykonand pred-
volenou kartou.

6. Platnost karty v mobilnom zariadeni

Platnost karty v mobilnom zariadeni je vZdy spojend s platnostou vasej kar-
ty, ktord je v mobilnom zariadeni registrovana. Pri ukonceni platnosti karty je
vzdy ukoncena aj platnost vietkych digitalnych verzii registrovanych v mobil-
nych zariadeniach k danej karte.

Ak po obnoveni pdvodnej karty chcete opétovne pouzivat kartu pre platby
vasim mobilnym zariadenim, vytvorte znovu digitélnu verziu karty v mobil-
nom zariadeni, aZ po aktivacii vaSej obnovenej kreditnej karty. Novo obnovent
kartu opdtovne registrujte pre platby mobilnymi zariadeniami a registrdciu
povodnej karty z vdSho mobilného zariadenia odstranite.

Platnost tokenu je 36 mesiacov od registrdcie karty v mobilnom zariadenti,
kedy dochadza k vytvoreniu samotného tokenu. V pripade exspirdcie tokenu
véas budeme vopred prostrednictvom sms spravy informovat. Token konci vzdy
na konci daného kalendérneho mesiaca, v ktorom budete informovani. V ta-
komto pripade bude potrebné, aby ste si kartu do mobilného zariadenia znovu
zaregistrovali. Pri nejasnostiach alebo problémoch s registraciou kontaktujte
nasu klientsku linku.

Odstranenie tokenu v aplikdcii md vplyv len na dany token na konkrétnom
mobilnom zariadeni.



7. Povinnosti a zodpovednost za Skodu

Ste povinni:
a) chrénit mobilné zariadenia, na ktorom je umiestneny token, najmd pred
stratou, krddeZou alebo znicenim,

b) neumoznit, aby transakcie prostrednictvom mobilného zariadenia vykond-
val niekto iny ako vy sami. V pripade vyuZivania Citacky odtlackov prstov
v mobilnom zariadeni na tcely autentizacie ¢i autorizdcie musite mat'v mo-
bilnom zariadeni uloZené iba svoje odtlacky prstov a neumoznit pridat do
mobilného zariadenia odtlacky prstov dalSich neopravnenych osdb,

¢) neoznamovat bezpecnostné prvky mobilného zariadenia (PIN, gesto) tretej
osobe,

d) bezodkladne nam na nasu klientsku linku oznamit stratu, kradeZ, zneuZitie
Udajov potrebnych pre pouzivanie aplikicie alebo neopravnené pouzitie
aplikcie,

e) bezodkladne ndm na nasu klientsku linku ozndmit stratu, znicenie, kradeZ,
ZneuZitie, neopravneny pristup alebo neoprévnené pouzivanie mobilného
zariadenia, na ktorom je umiestneny token,

f) nepretrZite monitorovat transakcie na vaSom Uverovom (cte v stvislosti
s transakciami vykonanymi pomocou aplikdcie a bezodkladne ndm nahlasit’
akékolvek nezrovnalosti.

Zodpovednost za Skodu do 50 €

0d okamihu straty, odcudzenia alebo zneuZitia mobilného zariadenia, v kto-
rom méte registrovan( kartu, az do doby, kedy ndm tuto skutocnost nahldsite,
nesiete zodpovednost za stratu, ktord vznikla z neautorizovanych platobnych
transakcii, a to do sumy 50 €. Tiito zodpovednost nesiete v pripadoch, kedy ste
nekonali imyselne alebo z hrubej nedbanlivosti a ak strata bola sposobend po-
uZitim strateného alebo odcudzeného mobilného zariadenia, v ktorom méte
registrovani kartu, alebo zneuZitim mobilného zariadenia, v ktorom mate akti-
vovanu digitdlnu kartu, a vy ste nezabezpecili ochranu bezpecnostnych prvkov
mobilného zariadenia.

Zodpovednost za Skodu v plnej vyske

Za Skodu odpovedate v pInej vyske, ak:
« ste Skodu spdsobili svojim podvodnym konanim,

« ste imyselne alebo z hrubej nedbanlivosti neprijali vietky mozné opatrenia
na ochranu bezpecnostnych prvkov svojho mobilného zariadenia, najma:

—nestahujte a neinstalujte do mobilného zariadenia programy, ktoré je
mozné volne ziskat na internete a pri ktorych si nemoZete byt v dostatoc-
nej miere isti, Ze neobsahuju virusy alebo spyware, pripadne Ze nepocha-
dzaj( zo zdroja, ktory je nedéveryhodny,

—inStalujte si do mobilného zariadenia len programy z déveryhodnych
zdrojov alebo zdrojov odportcanych vyrobcom daného mobilného zaria-
denia a venujte zaroven pozornost oprdvneniam poZadovanym in3talova-
nym programom,

— nepouZivajte aplikdciu v mobilnych zariadeniach, u ktorych boli vykonané
zZmeny nastavenia, tzv. ,root” (tieto zmeny mozu viest k naruseniu bez-
pecnosti daného mobilného zariadenia, napr. znizenim jeho odolnosti
proti Skodlivému softvéru),

— majte mobilné zariadenia pod trvalou kontrolou a vyuZivajte také zabez-
pecenia, ktoré zabrania tretim osobam v pristupe do vasho mobilného za-
riadenia (napr. zabezpecenie mobilného zariadenia pomocou dostatocne
silného PIN, gesta),

— vyuZivajte iba datové pripojenie poskytnuté mobilnym operdtorom, pri-
padne bezpecni WiFi siet,

—sledujte vietky sprdvy, informdcie a upozornenia, ktoré vam prostred-
nictvom nasich zabezpecenych webovych stranok alebo inym spdsobom
dorucime,

— navstevujte iba zname, doveryhodné a bezpecné stranky na internete, ne-
otvarajte nevyZiadané e-maily, e-maily od nezndmych adresatov (avsak
len s ohladom na okolnosti konkrétneho pripadu) a e-maily s podozrivym
nézvom alebo obsahom,

— nesmiete umoZnit, aby mobilné zariadenia pouzivala ind osoba, nez vy.

« doslo k neautorizovanej platobnej transakii, potom o ste mohol zistit stra-

tu, odcudzenie alebo zneuZitie mobilného zariadenia.
Za transakcie uskutoCnené prostrednictvom bezkontaktného platobného
termindlu bez zadania bezpecnostného prvku daného mobilného zariadenia,
v ktorom mate registrovanu kartu, sme zodpovedni my. Vynimkou sd pripa-
dy, kedy bola Skoda spdsobena vasim podvodnym konanim alebo tym, Ze ste
imyselne alebo z hrubej nedbanlivosti porusili podmienky tykajice sa pouzi-
vania karty v mobilnom zariadeni, v tychto pripadoch ste zodpovedni za tieto
transakcie v pnej vyske.

Zodpovednost za Skodu z neautorizované transakcie nenesiete, ak:

« Skoda vznikla az potom, o ste ndm ozndmili stratu, odcudzenie, zneuZzitie
alebo neautorizované pouZzitie karty v mobilnom zariadeni,

« sme vam neumoznili ozndmenia uvedenych skutocnosti.
Vynimkou sd ale pripady, kedy ste konali podvodne.

Blokacia karty

Pokial' doslo k poskodeniu, strate, krdei alebo k pouZitiu karty v mobilnom
zariadeni neoprévnenymi osobami, musite ndm to ihned telefonicky ohldsit
na nasu klientsku linku a pozZiadat o trvali blokaciu karty. V pripade blokdcie
karty nemozZete vykondvat transakcie podliehajlce autorizcii.

Ak k tomu mame zdvazné ddvody uvedené v tiverovych podmienkach k vadej
karte, sme oprévneni vam zablokovat kartu alebo vam inak obmedzit pravo
ju pouZivat ako aj zabranit/obmedzit moZnost platieb pomocou mobilnych
zariadeni (vratane znizenia dverovych limitov). O zruSenie blokdcie moZete
kedykolvek telefonicky poZiadat. K zruSeniu blokacie karty dojde na zéklade
nasho rozhodnutia, pokial uz dévody blokdcie karty zanikli.

V pripade vadej Ziadosti o zablokovanie alebo zruenie karty, budi odstranené
vietky aktivne tokeny zo v3etkych vasich mobilnych zariadeni.

8. Zaverecné ustanovenia

Za pouZivanie aplikdcie si moZeme Gctovat poplatky v sdlade s aktudine plat-
nym sadzobnikom poplatkov a odmien.

Sme oprévneni kedykolvek, a to aj bez vaho sthlasu, zmenit rozsah sluzby
(rozirit aj zuzit), najmad o typy kariet, ktoré mozno digitalizovat, typy transak-
ii, pre ktoré mozno kartu v mobilnom zariadeni pouZit, pocet transakcii, ktoré
sluzba umoZiuje, a proces aktivdcie karty v mobilnom zariadeni.

Této zmluva nadobiida tcinnost v den, kedy ju akceptujete.

Akceptdciou tejto zmluvy vyhlasujete, Ze ste si tiito zmluvu preitali, porozu-
meli ste jej obsahu a s jej obsahom sthlasite.

Android a Google Pay st ochranné znamky spolocnosti Google LLC.
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